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1 Copy may be viewed via internet at http:/
/web7.whs.osd.mil/corres.htm.

2 See footnote 1 to paragraph AP1.1.1. of
this appendix.

3 See footnote 1 to paragraph AP1.1.1. of
this appendix.

provide both the agency’s name and
phone number for questions about the
report.

(c) Electronic publication. The consoli-
dated DoD Annual FOIA Program Re-
port will be made available to the pub-
lic in either paper or electronic format.

Subpart H—Education and
Training

§ 286.36 Responsibility and purpose.
(a) Responsibility. The Head of each

DoD Component is responsible for the
establishment of educational and train-
ing programs on the provisions and re-
quirements of this part. The edu-
cational programs should be targeted
toward all members of the DoD Compo-
nent, developing a general under-
standing and appreciation of the DoD
FOIA Program; whereas, the training
programs should be focused toward
those personnel who are involved in the
day-to-day processing of FOIA re-
quests, and should provide a thorough
understanding of the procedures out-
lined in this part.

(b) Purpose. The purpose of the edu-
cational and training programs is to
promote a positive attitude among
DoD personnel and raise the level of
understanding and appreciation of the
DoD FOIA Program, thereby improving
the interaction with members of the
public and improving the public trust
in the DoD.

(c) Scope and principles. Each Compo-
nent shall design its FOIA educational
and training programs to fit the par-
ticular requirements of personnel de-
pendent upon their degree of involve-
ment in the implementation of this
part. The program should be designed
to accomplish the following objectives:

(1) Familiarize personnel with the re-
quirements of the FOIA and its imple-
mentation by this part.

(2) Instruct personnel, who act in
FOIA matters, concerning the provi-
sions of this part, advising them of the
legal hazards involved and the strict
prohibition against arbitrary and ca-
pricious withholding of information.

(3) Provide for the procedural and
legal guidance and instruction, as may
be required, in the discharge of the re-
sponsibilities of initial denial and ap-
pellate authorities.

(4) Advise personnel of the penalties
for noncompliance with the FOIA.

(d) Implementation. To ensure uni-
formity of interpretation, all major
educational and training programs con-
cerning the implementation of this
part should be coordinated with the Di-
rector, Freedom of Information and Se-
curity Review.

(e) Uniformity of legal interpretation.
In accordance with DoD Directive
5400.7, the DoD Office of the General
Counsel shall ensure uniformity in the
legal position and interpretation of the
DoD FOIA Program.

APPENDIX A TO PART 286—COMBATANT
COMMANDS—PROCESSING PROCE-
DURES FOR FOIA APPEALS

AP1.1. General

AP1.1.1. In accordance with DoD Directive
5400.7 1 and this part, the Combatant Com-
mands are placed under the jurisdiction of
the Office of the Secretary of Defense, in-
stead of the administering Military Depart-
ment, only for the purpose of administering
the Freedom of Information Act (FOIA ) Pro-
gram. This policy represents an exception to
the policies in DoD Directive 5100.3.2

AP1.1.2. The policy change in AP1.1.1. of
this appendix authorizes and requires the
Combatant Commands to process FOIA re-
quests in accordance with DoD Directive
5400.7 and DoD Instruction 5400.10 3 and to
forward directly to the Director, Freedom of
Information and Security Review, all cor-
respondence associated with the appeal of an
initial denial for information under the pro-
visions of the FOIA.

AP1.2. Responsibilities of Commands

Combatant Commanders in Chief shall:
AP1.2.1. Designate the officials authorized

to deny initial FOIA requests for records.
AP1.2.2. Designate an office as the point-of-

contact for FOIA matters.
AP1.2.3. Refer FOIA cases to the Director,

Freedom of Information and Security Re-
view, for review and evaluation when the
issues raised are of unusual significance,
precedent setting, or otherwise require spe-
cial attention or guidance.

AP1.2.4. Consult with other OSD and DoD
Components that may have a significant in-
terest in the requested record prior to a final
determination. Coordination with Agencies
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4 See footnote 1 to paragraph AP1.1.1. of
this appendix.

outside of the Department of Defense, if re-
quired, is authorized.

AP1.2.5. Coordinate proposed denials of
records with the appropriate Combatant
Command’s Office of the Staff Judge Advo-
cate.

AP1.2.6. Answer any request for a record
within 20 working days of receipt. The re-
questers shall be notified that his request
has been granted or denied. In unusual cir-
cumstances, such notification may state
that additional time, not to exceed 10 work-
ing days, is required to make a determina-
tion.

AP1.2.7. Provide to the Director, Freedom
of Information and Security Review when
the request for a record is denied in whole or
in part, a copy of the response to the re-
quester or the requester’s representative,
and any internal memoranda that provide
background information or rationale for the
denial.

AP1.2.8. State in the response that the de-
cision to deny the release of the requested
information, in whole or in part, may be ap-
pealed to the Director, Administration and
Management and Washington Headquarters
Services, Directorate for Freedom of Infor-
mation and Security Review, Room 2C757,
1155 Defense Pentagon, Washington, DC
20301–1155.

AP1.2.9. Upon request, submit to Director,
Administration and Management and Wash-
ington Headquarters Services a copy of the
records that were denied. The Director, Ad-
ministration and Management and Wash-
ington Headquarters Services shall make
such requests when adjudicating appeals.

AP1.3. Fees for FOIA Requests

The fees charged for requested records
shall be in accordance with subpart F of this
part.

AP1.4. Communications

Excellent communication capabilities cur-
rently exist between the Director, Freedom
of Information and Security Review and the
Freedom of Information Act Offices of the
Combatant Commands. This communication
capability shall be used for FOIA cases that
are time sensitive.

AP1.5. Information Requirements

AP1.5.1. The Combatant Commands shall
submit to the Director, Freedom of Informa-
tion and Security Review, an annual report.
The instructions for the report are outlined
in subpart G of this part.

AP1.5.2. The annual reporting requirement
contained in this part shall be submitted in
duplicate to the Director, Freedom of Infor-
mation and Security Review not later than
each November 30. This reporting require-
ment has been assigned Report Control Sym-

bol DD–DA&M(A) 1365 in accordance with
DoD 8910.1–M.4

APPENDIX B TO PART 286—ADDRESSING
FOIA REQUESTS

AP2.1. General

AP2.1.1. The Department of Defense in-
cludes the Office of the Secretary of Defense,
the Chairman of the Joint Chiefs of Staff,
the Military Departments, the Combatant
Commands, the Inspector General, the De-
fense Agencies, and the DoD Field Activities.

AP2.1.2. The Department of Defense does
not have a central repository for DoD
records. FOIA requests, therefore, should be
addressed to the DoD Component that has
custody of the record desired. In answering
inquiries regarding FOIA requests, DoD per-
sonnel shall assist requesters in determining
the correct DoD Component to address their
requests. If there is uncertainty as to the
ownership of the record desired, the re-
quester shall be referred to the DoD Compo-
nent that is most likely to have the record.

AP2.2. Listing of DoD Component Addresses for
FOIA Requests

AP2.2.1. Office of the Secretary of Defense
and the Chairman of the Joint Chiefs of Staff.
Send all requests for records from the below
listed offices to: Directorate for Freedom of
Information and Security Review, Room
2C757, 1155 Defense Pentagon, Washington,
DC 20301–1155.
Executive Secretariat
Under Secretary of Defense (Policy)
Assistant Secretary of Defense (Inter-

national Security Affairs)
Assistant Secretary of Defense (Special Op-

erations & Low Intensity Conflict)
Assistant Secretary of Defense (Strategy &

Threat Reduction)
Deputy to the Under Secretary of Defense

(Policy Support)
Director of Net Assessment
Defense Security Assistance Agency
Defense Technology Security Administra-

tion
Under Secretary of Defense (Acquisition &
Technology)
Deputy Under Secretary of Defense (Logis-

tics)
Deputy Under Secretary of Defense (Ad-

vanced Technology)
Deputy Under Secretary of Defense (Acquisi-

tion Reform)
Deputy Under Secretary of Defense (Environ-

mental Security)
Deputy Under Secretary of Defense (Inter-

national & Commercial Programs)
Deputy Under Secretary of Defense (Indus-

trial Affairs & Installations)
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Assistant to the Secretary of Defense (Nu-
clear, Chemical & Biological Defense Pro-
grams)

Director, Defense Research & Engineering
Director, Small & Disadvantaged Business

Utilization
Director, Defense Procurement
Director, Test Systems Engineering & Eval-

uation
Director, Strategic & Tactical Systems
DoD Radiation Experiments Command Cen-

ter
On-Site Inspection Agency
Under Secretary of Defense (Comptroller)
Director, Program Analysis and Evaluation
Under Secretary of Defense (Personnel &
Readiness)
Assistant Secretary of Defense (Health Af-
fairs)
Assistant Secretary of Defense (Legislative
Affairs)
Assistant Secretary of Defense (Public Af-
fairs)
Assistant Secretary of Defense (Command,
Control, Communications & Intelligence)
Assistant Secretary of Defense (Reserve Af-
fairs)
General Counsel, Department of Defense
Director, Operational Test and Evaluation
Assistant to the Secretary of Defense (Intel-
ligence Oversight)
Director, Administration and Management
Special Assistant for Gulf War Illness
Defense Advanced Research Projects Agency
Ballistic Missile Defense Organization
Defense Systems Management College
National Defense University
Armed Forces Staff College
Department of Defense Dependents Schools
Uniformed Services University of the Health
Sciences
Armed Forces Radiology Research Institute
Washington Headquarters Services

AP2.2.2. Department of the Army. Army
records may be requested from those Army
officials who are listed in 32 CFR 518. Send
requests to the Department of the Army,
Freedom of Information and Privacy Acts
Office, TAPC–PDR–PF, 7798 Cissna Road,
Suite 205, Springfield, VA 22150–3166, for
records of the Headquarters, U.S. Army, or if
there is uncertainty as to which Army activ-
ity may have the records.

AP2.2.3. Department of the Navy. Navy and
Marine Corps records may be requested from
any Navy or Marine Corps activity by ad-
dressing a letter to the Commanding Officer
and clearly indicating that it is a FOIA re-
quest. Send requests to Chief of Naval Oper-
ations, N09B30, 2000 Navy Pentagon, Wash-
ington, DC 20350–2000, for records of the
Headquarters, Department of the Navy, and
to Commandant of the Marine Corps,
(ARAD), Headquarters U.S. Marine Corps, 2
Navy Annex, Washington, DC 20380–1775 for
records of the U.S. Marine Corps, or it there

is uncertainty as to which Navy or Marine
activities may have the records.

AP2.2.4. Department of the Air Force. Air
Force records may be requested from the
commander of any Air Force installation,
major command, or field operating agency
(ATTN: FOIA Office). For Air Force records
of Headquarters, United States Air Force, or
it there is uncertainty as to which Air Force
activity may have the records, send requests
to Department of the Air Force, 11CS/
SCSR(FOIA), 1000 Air Force Pentagon, Wash-
ington, DC 20330–1000.

AP2.2.5. Defense Contract Audit Agency
(DCAA). DCAA records may be requested
from any of its regional offices or from its
Headquarters. Requesters should send FOIA
requests to the Defense Contract Audit
Agency, ATTN: CMR, 8725 John J. Kingman
Road, Suite 2135, Fort Belvoir, VA 22060–6219,
for records of its headquarters or if there is
uncertainty as to which DCAA region may
have the records sought.

AP2.2.6. Defense Information Systems Agency
(DISA). DISA records may be requested from
any DISA field activity or from its Head-
quarters. Requesters should send FOIA re-
quests to Defense Information Systems
Agency, Regulatory/General Counsel, 701
South Courthouse Road, Arlington, VA
22204–2199.

AP2.2.7. Defense Intelligence Agency (DIA).
FOIA requests for DIA records may be ad-
dressed to Defense Intelligence Agency,
ATTN: SVI–1, Washington, DC 20340–5100.

AP2.2.8. Defense Security Service (DSS). All
FOIA requests for DSS records should be
sent to the Defense Security Service, Office
of FOIA and Privacy V0020, 1340 Braddock
Place, Alexandria, VA 22314–1651.

AP2.2.9. Defense Logistics Agency (DLA).
DLA records may be requested from its head-
quarters or from any of its field activities.
Requesters should send FOIA requests to De-
fense Logistics Agency, ATTN: CAAR, 8725
John J. Kingman Road, Suite 2533, Ft.
Belvoir, VA 22060–6221.

AP2.2.10. National Imagery and Mapping
Agency (NIMA). FOIA requests for NIMA
records may be sent to the National Imagery
and Mapping Agency, General Counsels Of-
fice, GCM, mail Stop D–10, 4600 Sangamore
Road, Bethesda, MD 20816–5003.

AP2.2.11. Defense Special Weapons Agency
(DSWA). FOIA requests for DSWA records
may be sent to the Defense Special Weapons
Agency, Public Affairs Office, Room 113, 6801
Telegraph Road, Alexandria, VA 22310–3398.

AP2.2.12. National Security Agency (NSA).
FOIA requests for NSA records may be sent
to the National Security Agency/Central Se-
curity Service, FOIA/PA Services, N5P5, 9800
Savage Road, Suite 6248, Fort George G.
Meade, MD 20755–6248.

AP2.2.13. Inspector General of the Depart-
ment of Defense (IG, DoD). FOIA requests for
IG, DoD records may be sent to the Inspector
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General of the Department of Defense, Chief
FOIA/PA Office, 400 Army Navy Drive, Room
405, Arlington, VA 22202–2884.

AP2.2.14. Defense Finance and Accounting
Service (DFAS). DFAS records may be re-
quested from any of its regional offices or
from its Headquarters. Requesters should
send FOIA requests to Defense Finance and
Accounting Service, Directorate for External
Services, Crystal Mall 3, Room 416, Arling-
ton, VA 22240–5291, for records of its Head-
quarters, or if there is uncertainty as to
which DFAS region may have the records
sought.

AP2.2.15. National Reconnaissance Office
(NRO). FOIA requests for NRO records may
be sent to the National Reconnaissance Of-
fice, Information Access and Release Center,
Attn: FOIA Officer, 14675 Lee Road, Chan-
tilly, VA 20151–1715.

AP2.3. Other Addresses. Although the below
organizations are OSD and Chairman of the
Joint Chiefs of Staff Components for the pur-
poses of the FOIA, requests may be sent di-
rectly to the addresses indicated.

AP2.3.1. DoD TRICARE Management Activ-
ity. Director, TRICARE Management Activ-
ity, 16401 East Centretech Parkway, Aurora,
CO 80011–9043.

AP2.3.2. Chairman, Armed Services Board of
Contract Appeals (ASBCA). Chairman, Armed
Services Board of Contract Appeals, Skyline
Six Rm 703, 5109 Leesburg Pike, Falls
Church, VA 22041–3208.

AP2.3.3. U.S. Central Command. Com-
mander-in-Chief, U.S. Central Command,
CCJ1 AGR, MacDill Air Force Base, FL
33608–7001.

AP2.3.4. U.S. European Command. Com-
mander-in-Chief, Headquarters, U.S. Euro-
pean Command/ECJ1–AA(FOIA) Unit 30400
Box 1000, APO AE 09128–4209.

AP2.3.5. U.S. Southern Command. Com-
mander-in-Chief, U.S. Southern Command,
SCJ1–A, 3511 NW 91st Avenue, Miami, FL
33172–1217.

AP2.3.6. U.S. Pacific Command. Commander-
in-Chief, U.S. Pacific Command, USPACOM
FOIA Coordinator (J042), Administrative
Support Division, Joint Secretariat, Box 28,
Camp H. M. Smith, HI 96861–5025.

AP2.3.7. U.S. Special Operations Command.
Commander-in-Chief, U.S. Special Oper-
ations Command, Chief, Command Informa-
tion Management Branch, ATTN: SOJ6–SI,
7701 Tampa Point Blvd., MacDill Air Force
Base, FL 33621–5323.

AP2.3.8. U.S. Atlantic Command. Com-
mander-in-Chief, U.S. Atlantic Command,
Code J02P, Norfolk, VA 23511–5100.

AP2.3.9. U.S. Space Command. Commander-
in-Chief, U.S. Space Command, Command
Records Manager/FOIA/PA Officer, 150 Van-
denberg Street, Suite 1105, Peterson Air
Force Base, CO 80914–5400.

AP2.3.10. U.S. Transportation Command.
Commander-in-Chief, U.S. Transportation
Command, ATTN: TCJ1–1F, 508 Scott Drive,
Scott Air Force Base, IL 62225–5357.

AP2.3.11. U.S. Strategic Command. Com-
mander-in-Chief, U.S. Strategic Command,
Attn: J0734, 901 SAC Blvd., Suite 1E5, Offutt
Air Force Base, NE 68113–6073.

AP2.4. National Guard Bureau

FOIA requests for National Guard Bureau
records may be sent to the Chief, National
Guard Bureau, ATTN: NGB–ADM, Room
2C363, 2500 Army Pentagon, Washington, DC
20310–2500.

AP2.5. Miscellaneous

If there is uncertainty as to which DoD
Component may have the DoD record sought,
the requester may address a Freedom of In-
formation request to the Directorate for
Freedom of Information and Security Re-
view, Room 2C757, 1155 Defense Pentagon,
Washington, DC 20301–1155.
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APPENDIX C TO PART 286—DD FORM 2086, ‘‘RECORD OF FREEDOM OF

INFORMATION (FOI) PROCESSING COST’’
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APPENDIX D TO PART 286—DD FORM 2086–1, ‘‘RECORD OF FREEDOM OF
INFORMATION (FOI) PROCESSING COST FOR TECHNICAL DATA’’
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APPENDIX E TO PART 286—DD FORM 2564, ‘‘ANNUAL REPORT FREEDOM OF
INFORMATION ACT’’
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1 Copies may be obtained, at cost, from the
National Technical Information Services,
5285 Port Royal Road, Springfield, VA 22161.

2 Copies may be obtained, at cost, from the
Government Printing Office, ATTN: Super-
intendent of Documents, Washington, DC
20402.

3 See footnote 1 to § 286h.3(b)(2)(ii).

APPENDIX F TO PART 286—DOD FREE-
DOM OF INFORMATION ACT PROGRAM
COMPONENTS

Office of the Secretary of Defense/Chairman
of the Joint Chiefs of Staff/Combatant Com-
mands, Defense Agencies, and the DoD Field
Activities
Department of the Army
Department of the Navy
Department of the Air Force
Defense Information Systems Agency
Defense Contract Audit Agency
Defense Intelligence Agency
Defense Security Service
Defense Logistics Agency
National Imagery and Mapping Agency
Defense Special Weapons Agency
National Security Agency
Office of the Inspector General, Department
of Defense
Defense Finance and Accounting Service
National Reconnaissance Office

PART 286h—RELEASE OF ACQUISI-
TION-RELATED INFORMATION

Sec.
286h.1 Purpose.
286h.2 Applicability and scope.
286h.3 Policy.
286h.4 Responsibilities.

AUTHORITY: Pub. L. 101–189.

SOURCE: 55 FR 28614, July 12, 1990, unless
otherwise noted.

§ 286h.1 Purpose.
This part sets forth Department of

Defense (DoD) policy for the release of
acquisition-related information.

§ 286h.2 Applicability and scope.
(a) This part applies to the Office of

the Secretary of Defense (OSD), the
Military Departments, the Chairman,
Joint Chiefs of Staff and Joint Staff
(CJCS), the Unified and Specified Com-
mands, and the Defense Agencies (here-
after referred to collectively as ‘‘DoD
Components’’).

(b) This part is issued pursuant to
section 822 of Public Law 101–189, which
requires the Department of Defense to
prescribe a single uniform regulation
for dissemination of, and access to, ac-
quisition information.

§ 286h.3 Policy.
(a) General. It is the Department of

Defense’s policy to make the maximum
amount of acquisition-related informa-

tion available to the public, and to re-
spond promptly to specific requests
from the public for such information,
except for the information identified in
paragraph (b) of this section, for which
release is restricted.

(b) Information for which release is re-
stricted. The information identified
below may be released only as set forth
herein.

(1) Release subject to statutory restric-
tions. This information may be released
only in accordance with the applicable
statutory requirements. Once the stat-
utory requirements have been satisfied,
the information may be released unless
it falls within one of the categories de-
scribed in the following paragraphs, in
which case the policies governing re-
lease of information within those cat-
egories shall be followed.

(2) Classified information. (i) Any in-
formation or material, regardless of its
physical form or characteristics, that
is owned by, produced by or for, or
under the control of the United States
Government, and which, for national
security purposes, must be protected
against unauthorized disclosure and is
so designated or marked with the ap-
propriate classification.

(ii) Release, access, and dissemina-
tion of classified information shall be
made through existing security chan-
nels in accordance with DoD 5220.22–R;1
DoD 5220.22–M;2 and DoD 5200.1–R,3
which are implementing publications
for safeguarding classified information
release, access, and dissemination to
United States and foreign concerns.

(3) Contractor bid or proposal informa-
tion. (i) This is information prepared by
or on behalf of an offeror and sub-
mitted to the Government as a part of
or in support of the offeror’s bid or pro-
posal to enter into a contract with the
Government, the disclosure of which
would place the offeror at a competi-
tive disadvantage or jeopardize the in-
tegrity or the successful completion of
the procurement. Contractor bid or
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